4.1.3. [TTT1TK4.1.3. Access Tok
Request)

4.1.3. [T1111]

mation/x-www-form-urIencoded"D]]H'I‘I’PD]]]]]]]]]]UTF-S [TTTTITTIITITITTd

® grant_type

ITTTITTIT“authorization_code”[]
® code

® rediFeck] Lird 1]

[T redirect urizgg LTI

* client_id

J LRI
BViNRbLabaabaaLaaEaEENNNNNNRNNRNRNRRNNANNRR[RRRRNANRRREAN

OTITOT LSO OAT TP T ITTTT

POST /token HTTP/1.1

Host: server.example.com

Authorization: Basic czZCaGRSa3FOMzpnWDFmQmFOM2JW

Content-Type: application/x-www-form-urlencoded

grant type=authorization code&code=Splx10BeZQQYbYS6WxSbIA&redirect uri=https%s3A%2F%2Fclient%2Eexamg

(P O client_id [

4.1.3. Access Token Request


https://github.com/jeansfish/RFC6749.zh-cn/blob/master/AppendixB/b.md
https://github.com/jeansfish/RFC6749.zh-cn/blob/master/Section04/4.1.1.md
https://github.com/jeansfish/RFC6749.zh-cn/blob/master/Section03/3.2.1.md
https://github.com/jeansfish/RFC6749.zh-cn/blob/master/Section03/3.2.1.md
https://github.com/jeansfish/RFC6749.zh-cn/blob/master/Section04/4.1.1.md
https://tools.ietf.org/html/rfc6749#section-4.1.3

The client makes a request to the token endpoint by sending the following parameters using
the "application/x-www-form-urlencoded" format per Appendix B with a character encoding of UTF-
8 in the HTTP

request entity-body:

grant type

REQUIRED. Value MUST be set to "authorization code".
code
REQUIRED. The authorization code received from the
authorization server.
redirect uri
REQUIRED, if the "redirect uri" parameter was included in the authorization
request as described in Section 4.1.1, and their
values MUST be identical.
client id
REQUIRED, if the client is not authenticating with the authorization server as
described in Section 3.2.1.

If the client type is confidential or the client was issued client credentials (or assigned
other authentication requirements), the client MUST authenticate with the authorization server
as described

in Section 3.2.1.
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For example, the client makes the following HTTP request using TLS (with extra line breaks
for display purposes only):
POST /token HTTP/1.1
Host: server.example.com
Authorization: Basic czZCaGRSa3FOMzpnWDFmQmFOM2JIW Content-Type: application/x-www-form-
urlencoded
grant_type=authorization code&code=Splx10BeZQQYbYS6WxSbIA
&redirect uri=https%3A%2F%2Fclient%2Eexample%s2Ecom%s2Fch
The authorization server MUST:
0 require client authentication for confidential clients or for any client that was
issued client credentials (or with other

authentication requirements),



o authenticate the client if client authentication is included,

o ensure that the authorization code was issued to the authenticated confidential
client, or if the client is public, ensure that the code was issued to "client id" in the
request,

o verify that the authorization code is valid, and

o ensure that the "redirect uri" parameter is present if the "redirect uri" parameter
was included in the initial authorization request as described in Section 4.1.1, and if
included ensure that their values are identical.
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